











T Reduce risks by modernizing infrastructure and practices

T Align standards of IT management and security frameworks.

1 Enhance technical depth and expertise within the IT environment.
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T The State of Kansas has adopted Waional Institute of Standards and Technology
Cybersecurity Framework (NKSBF 2.0) and it is anticipated that KBOR will require
this of all institutions.

+ Ensures consistency and standardization of services.
+ Improves change management, minimizing user impacts and addresses risk.






T Visibility and importance of cybersecurity within the State of Kansas
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Staffing Transformation and Integration




Affinity based model:
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Resources and expertise exist within the unit but aligns reporting
responsibilities within the division of IT.

Improves coordination and collaboration through a unified reporting structure.

Improves ability to offer consistent technical experiences for our workforce,
Instructional spaces, and research areas.

Implements consistent training for our IT workforce to meet ever changing
technical standards and best practices

Enhances cybersecurity and risk management through improved oversight
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Review of existing department level IT positions

T Deans/vice presidents, college/major unit IT director and HR will review role,
responsibilities, and technologies managed over ne&trBonths.

+ A consultative approach will identify FTE performing IT responsibilities and how
these roles will align within the new IT structure.

+ IT positions at the departmental level will have a solid reporting line to the






T Recruit Interim AVP for AcadendidResearch IT [underway].

T Begin college/major unit consultatiopduly].
College/major unit IT director positions are aligned with Director Level I, II, and III.

HR conducts reclassifications.
Effective July 21 pay period, college/major unit directors begin reporting to Interim
AVP; college/major unit IT staff may immediately begin reporting to IT directors

depending on complexity.






