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.050�Policy�
To prevent unauthorized disclosure of University Data, media leaving control of the responsible 
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authorized third party contracted by the University for secure disposition of documents. The 
maximum particle size for paper-based media containing confidential data should be 1x5 mm 
(~1/32”x1/5”). Media containing internal data should likewise be shredded with a cross-cut 
shredder if disclosure of the information contained therein might adversely impact the 
institution, an affiliated organization, or an individual. The maximum particle size for media 
containing internal data is of
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.090�Related�Laws,
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Note on where to publish this policy in K-State’s PPM 
This policy needs to replace or be referred to by section .085 “Disposal of Computers”, chapter 6510 
“Property Management” of K-State’s Policies and Procedures Manual  
(www.k-state.edu/policies/ppm/6510.html#.085 Disposal of Computers), which currently states: 

It is the responsibility of the department to ensure that all sensitive information is 
removed from the computer, before it is disposed of by the department after local 
disposition has been authorized.  

In order to maximize the value of the computer and at the same time ensure 


